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Mediante el protocolo DHCP se asighan la ip a la interfaz WAN2
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Creacion de un nuevo miembro SDWAN para la zona, en este se emplea la WAN2
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Con la finalidad de monitorear cada uno de los enlaces, se configurd la performance
SLA de la siguiente manera:
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Configuracion mas detallada del performance SLA creado.
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Las reglas asignadas al SD WAN del laboratorio
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La creacion ruta estatica que permitira la salida a internet, en este caso la interfaz
SDWAN
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Se creo la politica de corta fuegos para determinar los servicios y fuentes permitidos.
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Se conecta del puerto 4 fortigate a un equipo del laboratorio, se evidencia conexion
desde la interfaz internald
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